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اشکالات مدلهای حذف شده

Model 4:        IIS: Anonymous           Repository: شناسایی ویندوز
در این مدل هیچ کنترلی روی کاربر وجود ندارد و هر کاربر خواهد توانست با اختیارات کاربر Anonymous در سیستم شناسایی شده و از منابع استفاده کند. بنابراین در این مدل فهرست استفاده کنندگان معنی نخواهد داشت.

Model 5:         IIS: Basic                     Repository: شناسایی ساده
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در مدلهای 5 و 6 چون شناسایی Repository به شکل ساده است لذا برای راحتی کار بهتر است شناسایی IIS به شکل Anonymous و با حداکثر اختیارات باشد. بنابراین تنظیم انواع دیگر Authentication در IIS بجز پیچیده تر کردن مساله هیچ مزیتی نخواهد داشت. 


